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1 Procedure Summary Diagram 
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2 Purpose 

Purpose and Objectives The objective of this document is to detail the process involved in the application, 

assessment, and maintenance of security constraints. While the scope of the document 

covers all security constraints, focus is placed on the steps around manual security 

constraints. 

Note that individual steps involved in using specific tools to achieve the above stated 

objective are covered within other process documents. 

External Policy/ Rules & 

Regulations 

Electricity Industry Participation Code – Policy Statement 

 

Related Internal Policies, 

Processes and Procedures 

The System Operator operational procedures are now located in the HUB.  

Operational Documentation (Published) 

▪ PR-EA-001 Grid Assets Seasonal Ratings Changeover 

▪ GL-OC-202 Security Constraints Development Methodology  

▪ UG-OC-210 Build and Update Constraints in ACI  

▪ PR-OC-203 Analyse Security Implications and Mitigate Violations 

▪ PR-OC-215 Determine Conductor Thermal Characteristics for use in Manual Constraint 

Development 

▪ PR-OC-229 Update Registers, Email Notifications, Email CANs, Update Transpower 

Website 

▪ PR-OC-230 Manage SFT-Created Constraints 

▪ UG-OC-205 Security Constraint Development Paper  

▪ RS-EA-000 Register of Manual Constraints  

 

Note: Additional background information may be found in Appendix 4.5 Security 

Constraints Background. 

Definitions Term Meaning 

Significant 

security 

constraint 

Significant security constraints are those that: 

▪ Have the potential to make a generator net pivotal. 

▪ Are intended to maintain voltage stability; or 

▪ Could contribute to a spring-washer situation. 

Automatic 

security 

constraint 

A security constraint which is automatically created within Scheduling, 

Pricing and Dispatch (SPD) or by Simultaneous Feasibility Test (SFT). 

These security constraints can be change dynamically. 

Manual security 

constraint 

Security constraint which is created through a manual process. These 

security constraints are fixed with only the RHS able to be changed. 

Permanent 

security 

constraint 

A manual security constraint which is expected to be active under 

system intact conditions. 

Outage security 

constraint 

A manual security constraint which is expected to be active under 

routine outage conditions. 

http://tp-hub.transpower.co.nz/activity/so27/OperationalDocumentation/Forms/Group%20by%20Macro%20Process.aspx
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Temporary 

security 

constraint 

A manual security constraint which is expected to be active under 

temporary system conditions such as: 

▪ Non-routine planned outage conditions, such as during 

commissioning or project staging; 

▪ Temporary grid configurations resulting from unplanned events; 

▪ Temporary conditions such as contingency re-classification due to 

weather events or emergency re-rating of equipment. 

Operations 

Planning 

Engineer 

In the context of this document, an individual responsible for outage 

planning for the Operations Planning Group. 

Security 

Constraint 

Subject Matter 

Expert (SME) 

An individual who has the competence to review and approve manual 

security constraints. A security constraint SME is also holds 

responsibility for maintaining existing manual security constraints. 
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3 Security Constraint Processes 

3.1 Security Constraint Application for Outages Process 

Overview This process is executed where security constraints are involved as part of managing 

security for grid outages. 

Inputs A grid outage is being assessed as part of the outage assessment process (see PR-OC-

203 Analyse Security Implications and Mitigate Violations) which could require the 

application of security constraint(s). 

Outputs ▪ Security constraints which are fit for purpose are applied or made available for 

application in the Market System for the outage. 

▪ Where required, relevant registers and databases are updated and stakeholders are 

notified. 

Responsibilities The following table lists the roles involved in the process and describes the 

responsibilities for each role. 

Role Responsibilities 

Operations 

Planning 

Engineer 

▪ Identifying if security constraints require validation, creation or 

update for the grid outage; 

▪ Verifying automatic security constraints; 

▪ Creating or modifying manual security constraints; 

▪ Maintaining registers and databases; and 

▪ Notifying stakeholders of constraint changes. 

Security 

Constraint SME 

▪ Reviewing and approving manual security constraint changes. 

 

Timeframes Where practicable, manual security constraint changes for outages must be implemented 

with notification provided in accordance with the following:  

Significant 

Constraints 

Update list of manual constraints – 4 weeks 

Issue CAN – 4 weeks 

Non-significant 

Constraints 

Update list of manual constraints – 2 weeks 

 

Note: The Policy Statement stipulates the timeframes for updating the list of manual 

constraints on the Transpower website when new manual constraints are developed or 

existing manual constraints are modified. Other timeframes are provided for the benefit 

of the industry. 

Please see PR-OC-229 Update Registers, Email Notification, Email CANs, Update 

Transpower Website for more information. 
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Instructions 

Step Action 

1 Operations Planning Engineer 

Identify any potential security violations caused by the grid outage.  

Can a market dispatch solution be used to resolve these security violations? 

If Then 

Yes Go to step 2 

No This process is complete 

  

Note: If a market dispatch solution cannot be used to resolve security violations, then other means must be 

pursued as part of the outage management process outlined within PR-OC-203 Analyse Security Implications 

and Mitigate Violations. 

2 Operations Planning Engineer 

Can automatic security constraints (created by SFT or SPD) be used to manage the security violations? Refer 

to PR-OC-230 Manage SFT Constraints for assistance. 

If Then 

Yes This process is complete. 

No Go to step 3 
 

3 Operations Planning Engineer 

Can existing manual security constraints (as listed within RS-EA-000 Register of Manual Constraints) be used 

to manage the security violations? Where relevant, refer to Appendix 4.2 Manual Security Constraint 

Assessment and Validation Guidelines to assess the adequacy of these constraints. 

If Then 

Yes This process is complete 

No Go to step 4 

 

Note: Some outages may require the default RHS of an existing manual security constraint to be altered to 

alleviate violations. If the security constraint with the updated RHS is a significant constraint, then in the 

context of this process this should be treated as a temporary update to a manual security constraint (i.e. go to 

step 4). If this is not the case, then the process is complete at this point. An example of the former case is the 

Upper North Island Voltage Stability Constraint, which may require its RHS to be changed for certain North 

Island 220 kV circuit outages to maintain voltage stability. Note that Market Node constraints that require a 

temporary RHS update are not considered as being significant constraints. 
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Step Action 

4 A new manual security constraint or an update to an existing manual constraint is required. 

 

Operations Planning Engineer 

1. Design the security constraint and assess it in accordance with Appendix 4.3 Manual Security 

Constraint Design Guidelines  

2. Depending on the constraint type1, carry out the following actions: 

If Constraint Type is  Then 

Branch  Design and build the security constraint in ACI using UG-OC-210 Build and 

Update Manual Security Constraints. Request the security constraint to be 

reviewed by an appropriate Security Constraint SME in ACI. 

Market Node Design the security constraint and request the manual security constraint 

to be reviewed by an appropriate Security Constraint SME by sending an 

email with a summary of the supporting information. 
Branch with temporary RHS 

update (significant 

constraints only) 
 

5 The newly designed manual security constraint must be peer reviewed by a Security Constraint SME. 

 

Security Constraint SME 

1. Assess the constraint using Appendix 4.2.1.1 Security Constraint Inspection Checklist and Appendix 

4.3 Manual Security Constraint Design Guidelines.  

2. Use the Manual Security Constraint Review Database tool to record what was reviewed. Refer to 

Appendix 4.4 Manual Security Constraint Review Database for information on using this tool. 

3. Depending on the constraint type, carry out the following actions: 

If Constraint Type is Then 

Branch  Use UG-OC-210 Build and Update Manual Security Constraints to approve or 

reject the constraint as part of the peer review. 

Market Node  Reply by email to the Operations Planning Engineer whether it is approved 

or rejected. 
Branch with temporary RHS 

update (significant 

constraints only) 
 

6 Operations Planning Engineer 

Is the designed security constraint approved? 

 

If Then 

Yes Go to step 7 

No Repeat process from step 4 
 

 

1 The constraint types listed in this document are in alignment with the “Constraint type” field of the table in GL-OC-

208 Constraint Overview Guideline. 
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Step Action 

7 The designed security constraint is required to be made available in the Market System for testing and / or 

application. 

Operations Planning Engineer 

Depending on the constraint type, carry out the following actions: 

If Constraint Type is Then 

Branch Release the constraint to the MCL as per UG-OC-210 Build and Update Manual 

Security Constraints. 

Market Node Request by email that the Market Insights Team create the security constraint. 

Continue onto Step 8 once confirmation of this has been received from Market 

Insights Team. 

Branch with temporary 

RHS update  

No action required. 

 

Note: Temporary updates to the security constraint’s RHS will be applied via the Market System. 

8 Operations Planning Engineer 

Is the designed security constraint significant or sufficiently complex to warrant testing and validation in the 

Market System Operational Support Environment (OSE)? 

If Then 

Yes Go to step 9 

No Go to step 12 
 

9 The designed security constraint requires validation using the Market System OSE. 

 

Operations Planning Engineer 

1. In conjunction with the Market Insights Team and using Appendix 4.3.1.3 Manual Security Constraint 

Validation Guidelines, test and validate the security constraint.  

2. Request the validated manual security constraint to be reviewed by an appropriate Security Constraint 

SME by sending an email with a summary of the supporting information. 

10 The validated security constraint must be peer reviewed by the Security Constraint SME. 

 

Security Constraint SME 

1. Peer review the validated security constraint and the testing that was undertaken.  

2. Use the Manual Security Constraint Review Database tool to record what was reviewed. Refer to 

Appendix 4.4 Manual Security Constraint Review Database for information on using this tool. 

3. Reply by email to the Operations Planning Engineer indicating whether it is approved or rejected. 
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Step Action 

11 Operations Planning Engineer 

Is the validated security constraint approved? 

 

If Then 

Yes Go to step 12 

No Go to step 4 to redesign the security constraint or step 9 to perform additional tests 
 

12 Operations Planning Engineer 

Update registers and notify stakeholders of the change in accordance with PR-OC-229 Update Registers, 

Email Notification CANs and Update SO Website. 

 

Note: For existing manual security constraints where the RHS needs to be updated temporarily in planning time, 

only a CAN is required to be sent out if the security constraint is a significant constraint. 

 

 

3.2 Manual Constraint Maintenance Process 

 

Inputs As part of ongoing maintenance of the currently available manual security constraints, there 

are several triggers could require the addition, removal or modification of these constraints. 

A full list of these triggers may be found in Appendix 4.1  

Outputs ▪ Fit for purpose manual security constraints are available for use in the Market System. 

▪ Relevant registers and databases are updated and stakeholders are notified. 

Responsibilities The following table lists the roles involved in the process and describes the responsibilities 

for each role. 

Role Responsibilities 

Security 

Constraint SME 

(Maintainer) 

▪ Managing the maintenance of security constraints; 

▪ Creating, modifying or removing manual security constraints as 

required; 

▪ Maintaining registers and databases; and 

▪ Notifying stakeholders of constraint changes. 

Security 

Constraint SME 

(Reviewer) 

▪ Reviewing and approving manual security constraint changes. 

  

Note: The maintainer and reviewer Security Constraint SMEs are required to be different 

people. 
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Timeframes Where practicable, changes must be implemented with notification provided in accordance 

with the type of manual security constraint as detailed below:  

 Permanent Outage / Temporary 

Significant Update list of manual 

constraints – 4 weeks 

Issue CAN – 4 weeks 

Update list of manual constraints – 4 

weeks 

Issue CAN – 4 weeks 

Non-significant Update list of manual 

constraints – 2 weeks 

Issue CAN – 2 weeks 

Update list of manual constraints – 2 

weeks 

 

Note: The Policy Statement stipulates the timeframes for updating the list of manual 

constraints on the Transpower website when new manual constraints are developed or 

existing manual constraints are modified. Other timeframes are provided for the benefit of 

the industry. 

Please see PR-OC-229 Update Registers, Email Notifications, Email CANs, Update 

Transpower Website for more information. 

Instructions 

Step Action 

1 Security Constraint SME (Maintainer) 

Does the trigger condition require changes to existing security constraints to resolve security 

violations? Determine whether: 

1. New manual constraint(s) are required because of the trigger condition; 

2. Existing manual constraint(s) (as stored within RS-EA-000 Register of Manual 

Constraints) require modification because of the trigger condition; or 

3. Existing manual constraint(s) require removal because of the trigger condition. 

If Then 

Yes Go to Step 2 

No This process is complete 
 

2 A change (addition, modification or removal) to existing manual security constraints is required.  

 

Security Constraint SME (Maintainer) 

1. Develop require security constant change and assess it in accordance with Appendix 

4.3 Manual Security Constraint Design Guidelines.  

2. Depending on the constraint type, carry out the following actions: 

If constraint type 

and action are 

Then 

Branch: Add or 

modify 

Apply changes to the security constraint in ACI using UG-OC-210 Build 

or Update Manual Security Constraints. Request the security constraint 

to be reviewed by the Security Constraint SME (Reviewer) in ACI. 

Branch: Remove  Summarise the proposed changes and request the manual security 

constraint to be reviewed by the Security Constraint SME (Reviewer) by 

sending an email. 
Market Node: add, 

modify or remove  
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Step Action 

3 The designed change to the manual security constraint must be peer reviewed by a Security 

Constraint SME.  

 

Security Constraint SME (Reviewer) 

1. Assess the designed change using  Appendix 4.2.1.1 Security Constraint Inspection 

Checklist and Appendix 4.3 Manual Security Constraint Design Guidelines. 

2. Use the Manual Security Constraint Review Database tool to record what was reviewed. 

Refer to Appendix 4.4 Manual Security Constraint Review Database for information on 

using this tool. 

3. Depending on the constraint type, carry out the following actions: 

 

If constraint type 

and action are 

Then 

Branch: Add or 

modify 

Use UG-OC-210 Build and Update Manual Security Constraints to 

approve or reject the constraint as part of the peer review. 

Branch: Remove  Reply by email to the Security Constraint SME (Maintainer) to indicate 

whether the constraint is approved or rejected. 
Market Node: add, 

modify or remove  
 

4 Security Constraint SME (Maintainer) 

Is the designed security constraint change approved? 

If Then 

Yes Go to step 5 

No Repeat process from step 2 
 

5 The designed security constraint is required to be made available in the Market System for 

testing and / or application. 

 

Security Constraint SME (Maintainer) 

Depending on the constraint type, carry out the following actions: 

If constraint type 

and action are 

Then 

Branch: Add or 

modify 

Release the approved constraint to the MCL as per UG-OC-210 

Build and Update Manual Security Constraints. 

Branch: Remove  Remove the approved constraint as per UG-OC-210 Build and 

Update Manual Security Constraints. 

Market Node: add, 

modify or remove  

Request by email that Market Insights Team create, modify or 

remove the security constraint. 

 

Note: Manual security constraints first need to be inactivated in the Market System if they are 

permanently applied or if there is a future outage for which they have been scheduled before they 

can be removed. 



  Document Status: Issued 

 

 

Doc File Name:PR-OC-204 Security Constraints Process.docx Printed on: 03/08/20 

Location/version code: PR-OC-204/5.0 Page 13 of 25 

Printed copy is valid on date of printing. Please check DMS Directory for latest issue. 

© 2020 Transpower New Zealand Limited 

Step Action 

6 Security Constraint SME (Maintainer) 

Does the change result in new security constraints which are significant constraints, or is it 

sufficiently complex to warrant testing and validation in the Market System Operational 

Support Environment (OSE)? 

If Then 

Yes Go to step 7 

No Go to step 10 
 

7 The designed security constraint change requires validation using the Market System OSE. 

 

Security Constraint SME (Maintainer) 

1. In conjunction with the Market Insights Team and using Appendix 4.3.1.3 Manual 

Security Constraint Validation Guidelines, test and validate the security constraint.  

2. Request the validated manual security constraint to be reviewed by an appropriate 

Security Constraint SME by sending an email with a summary of the supporting 

information. 

8 The validated security constraint must be peer reviewed by the Security Constraint SME 

(Reviewer). 

 

Security Constraint SME (Reviewer) 

1. Peer review the validated security constraint and the testing that was undertaken.  

2. Use the Manual Security Constraint Review Database tool to record what was reviewed. 

Refer to Appendix 4.4 Manual Security Constraint Review Database for information on 

using this tool. 

3. Reply by email to the Security Constraint SME (Maintainer) indicating whether it is 

approved or rejected. 

9 Security Constraint SME (Maintainer) 

Is the validated security constraint approved? 

 

If Then 

Yes Go to step 10 

No Go to step 2 to redesign the security constraint or step 7 to perform 

additional tests 
 

10 Security Constraint SME (Maintainer) 

Update registers and notify stakeholders of the change in accordance with PR-OC-229 Update 

Registers, Email Notification CANs and Update SO Website. 

11 Security Constraint SME (Maintainer) 

If required, activate the security constraint in the Market System. 
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4 Appendix 

4.1 Triggers for Maintenance Changes of Security Constraints 

Factor Operations Planning are notified by … 

Change to transmission network or operating policy 

▪ Commissioning or decommissioning of 

equipment 

▪ Review of existing ratings and models 

Grid Owner Gatekeeper through the Equipment Change Notification 

Process 

Change of operating policy System Operator management 

Change to generation capacity 

▪ Connection of new generation 

▪ Re-rating of existing generation 
System Operator mailbox 

Change to load or load growth 

General load growth Operations Planning Engineer - As estimated from historical PI System 

data or metering data as obtained from Energy Market Services Team 

Addition, shifting or termination of loads ▪ Customer Solutions Managers 

▪ Grid Owner Gatekeeper 

Change to operational configuration 

Moving of system splits ▪ Operations Planning 

▪ National Coordination Centre (NCC) 

▪ Grid Owner Gatekeeper 

Change to the SPD model 

▪ Renaming of branches 

▪ Re-configuration of buses or branches 

▪ Change to the modelling of loads or 

generation 

Market Insights Team 

Violations in real time operation 

These are the real time unmanageable 

contingencies 

▪ Security Coordinator from real time operations 

▪ Operations Planning Engineer from event log and system reports 
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4.2 Manual Security Constraint Assessment and Validation Guidelines 

This section provides guidelines on the assessment and validation of manual security constraints. Note that the scope 

of assessment required for each constraint will be unique. For very simple constraints with little market impact, a 

reduced set of checks may be performed such as an inspection of the constraint and a power system study with a 

single worst case scenario. However, for constraints with potentially significant impact to market participants, rigorous 

assessment and validation must be carried out. This would include power system studies for multiple scenarios and 

validation in the Market System OSE. 

 

4.2.1.1 Security Constraint Inspection Checklist 

The following is a list of standard checks that should be undertaken when developing or reviewing constraint 

equations. Note that some of the checks relate to specific aspects that are only configured when a constraint equation 

is built in ACI.  

ID Item Check to be Performed 

1 Existing automatic 

constraints 

Do any existing automatic constraints built by SFT or SPD clash with this constraint? 

2 Existing manual 

constraints 

Do any existing manual constraints clash with this constraint. 

3 Equation Is the constraint equation build correct? Specifically check the following aspects: 

1. The monitored branches / market nodes, referencing the SPD Diagram; 

2. Flow directions on branches;  

3. Inequality operator; 

4. LHS coefficients; and 

5. RHS limit, rounded down to the nearest integer. 

 

Note: Item 4 and 5 may require additional studies to be carried out. 

4 Name Does the name align with constraint 4.3.1.1 Constraint Equation Naming Conventions. 

7 Temperature Does the ACI temperature field align with the seasonal rating period intended for the 

constraint? 

9 CAN description Does the CAN description align with the guidelines provided in UG-OC-210 Build and 

Update Constraints in ACI? 

8 Other information Is the other ACI information correct? Aspects to be checked include: 

1. The type and class in ACI. 

2. The background, assumptions and grid configuration information provided (either 

in ACI or the email). 

10 ACI relationships When a new revision of a constraint is being made, the relationship to supersede the 

existing constraint has been setup. 
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4.3 Manual Security Constraint Design Guidelines 

4.3.1.1 Constraint Equation Naming Conventions 

Introduction Constraint equations are required to have unique and meaningful names to assist end users in 

applying them. At present, names provided for Market Node Constraints are directly linked to 

the build of the constraint whereas names for branch constraints are required to be in 

alignment with what is detailed in this section. 

Branch Constraint 

Naming 

Conventions 

The following naming convention applies for branch constraints:  

ProtectedBrch/OutageBrch_GridConfig_Season_Perm/Outage/Tem

p__NoRev 

Each part of the name varies according to the type of constraint, the grid configuration, the 

season and whether it is a permanent, outage or temporary constraint. The table below 

describes each part of the naming convention. 

Part Description 

ProtectedBrch/

OutageBrch 

This refers to equipment that is/are out of service such as: 

1. circuit(s) 

2. bus section(s) 

3. transformer(s), or 

4. generator(s). 

For permanent constraints or single branch constraints for SPSs, this refers to 

equipment being permanently protected such as: 

1. circuit(s) 

2. bus section(s) 

3. transformer(s), or  

4. generator(s). 

GridConfig This is included if the constraint is to be applied during special grid 

configuration, when special protection schemes are enabled/disabled, or if 

the constraint is not built for 15 minute off-load times.   

For example:  

1. Bus split: TKU_BUS_SPLIT 

2. Intertrip schemes:  

a. MGM_MST_INTERTRIP 

b. HWA_WVY_ABSS_ENABLED 

3. 10min off-load time: ASB_BRY_1_10MINUTE_W_O_1 

4. Single branch constraint for SPSs that applies for numerous outages: 

BRANCH 

Season Either: 

1. S – to indicate summer day ratings 

2. M – to indicate shoulder day ratings 

3. W – to indicate summer night or winter ratings 

4. In some cases the limit is the same for both summer, shoulder and winter, 

for such constraints the season is left blank 

Perm/Outage/ Either: 
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Temp 1. P – to indicate permanent constraint 

2. O – to indicate outage constraint 

3. T – to indicate temporary constraint 

NoRev Included if there is more than one constraint equation for the bundle. 

No – Provides a unique number to each constraint in the bundle. Number in 

increasing order is to be used. 

Rev – Indicates the revision. Alphas (letters) are used in ascending order to 

indicate revisions. Revision is only included if it is a revision of the original 

equation. 

Examples of 

constraint names 

Consider two (fictitious) constraint equations applicable to the summer outage of BPE_BRK_1.  

The constraints would be named: 

1. BPE_BRK_1_S_O_1 

2. BPE_BRK_1_S_O_2  

Revising existing 

constraints 

When an existing constraint is revised, a new constraint needs to be created (with a new name) 

and the existing one superseded.  This is because SPD does not timestamp constraints revision 

information. Therefore, historical constraint information needs to remain the same for pricing 

runs.  

If a revision to constraint BPE_BRK_1_S_O_1 is made later, the constraint is renamed as 

BPE_BRK_1_S_O_1A.  If there is no change to BPE_BRK_1_S_O_2 then this remains the same. 

Therefore, the constraints identified for BPE_BRK_1_S_O are:   

1. BPE_BRK_1_S_O_1A 

2. BPE_BRK_1_S_O_2 

Identical summer 

shoulder and winter 

constraints 

There may be occasions when the constraints for summer, shoulder and winter are identical.  

This could occur when there is a static component limit or stability limit that is the constraining 

factor.  In these situations, there is no need to create separate summer, shoulder and winter 

constraints, and the ‘Season’ can be omitted from the constraint name.  The constraint field for 

the Season will indicate Both, i.e. is applicable for both summer and winter.  For example: 

1. UPPER_NORTH_ISLAND_STABILITY_P_1 

2. BOB_HAM_1&BOB_OTA_2_O_1 

Stability constraints Stability constraints are designed to protect a large area of the system rather than one or two 

specific circuits.  The naming convention is the path being limited or the name of the area 

being protected (if there is more than one path).  For example: 

1. HLY_SFD_STABILITY_P_1 is a stability constraint limiting pre-contingency flows from 

SFD to HLY. 

2. UPPER_NORTH_ISLAND_STABILITY_P_1 is a stability constraint limiting pre-contingency 

flows on the 10 circuits into Zone1. 

 

 

http://tpprod-aci:7782/aci/servlet/ACIServlet?screenClass=COBScreen&screenMethod=viewCOB&COB_ID=665035
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4.3.1.2 Power System Studies 

Power system studies are required to be undertaken to confirm the performance of a manual security constraint. The 

constraint’s performance should be should be assessed with the following objectives in mind:   

▪ The constraint should bind for any scenario where security violations could occur; 

▪ The constraint should not bind for any instances where security violations do not occur. 

 

A key aspect of assessing constraint performance is developing appropriate scenarios to simulate worst-case 

conditions that could be realistically expected to occur. This may involve configuring study parameters such as the 

following: 

▪ Load profile; 

▪ Generation profile; and 

▪ Voltage and reactive profiles. 

Additional guidance around developing scenarios for different violation types is provided in the table below: 

Violation Type Scenario Development 

Equipment 

overload 

Aspects to be considered: 

▪ Voltage and reactive profiles: These affect the total current flow through the equipment in 

question. 

Voltage 

violations or 

voltage collapse 

Aspects to be considered: 

▪ Location of generation within a region: Different generators within a region can influence 

voltage stability limit differently; 

▪ Unit commitment at a generating station: Reactive power injection can greatly influence 

voltages and voltage stability. The unit commitment at a generating station influences reactive 

power capability due to the number of units that may be in service. 

▪ Generating unit output: The operating point of a generating unit can alter its reactive capability. 

This effect may be worse after a contingency; and 

▪ Voltage and reactive profiles (load power factor, in-service shunt reactive equipment and the 

set-points of generators and other dynamic reactive equipment): These can significantly alter 

stability limits. 

 

Voltage stability constraints often involve obtaining active or reactive power support from a small 

number of critical generators which mean that the following must additionally be considered: 

▪ When a branch constraint is used, voltage stability limits should not be violated even if the 

constraint acts to bring into service generators that improve stability limits, the least in place of 

those that would improve them the most; and 

▪ Constraints should bind to dispatch enough power from key generating units such that they 

operate above their required technical limits.  

Note that market node constraints for generating stations must be built with advice from Asset 

Owners to ensure that the RHS takes into account technical limitations. The ultimate objective is an 

agreement between the Asset Owner and System Operator on a constraint that works for both 

parties. 

Other No specific guidelines are provided. Scenarios should be developed to determine the performance 

of the security constraint under worst case conditions. 

  

Lastly, the assessment should take into consideration interaction between security constraints, whether they are 

manual or automatic. 
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4.3.1.3 Manual Security Constraint Validation Guidelines 

 Testing of the security constraint in the Market System OSE may be required to be undertaken. 

Such an assessment is done in coordination with a Market Insights Analyst and must take into 

consideration the aspects outlined in 0  

 

Power System Studies. Apart from market scenarios which are to be developed with the Market 

Insights Analyst, an additional aspect to be considered is that generators must not be relied 

upon to operate outside their realistic technical operating envelopes. This includes: 

▪ Maximum generation output; 

▪ Minimum generation output; and 

▪ Ramping rates through trading periods (e.g. when slow ramping large thermal unit is 

required to be available for the peak periods). 

 

 

4.4 Manual Security Constraint Review Database 

Access to the Tool The Manual Security Constraint Review Database can be accessed by opening the “Constraints 

Register” in the following folder: 

https://transpowernz.sharepoint.com/:x:/r/sites/so07/Shared%20Documents/Constraints%20Reg

ister.xlsm?d=w2b7e44d62a794060bd4acf91576bfb48&csf=1&web=1&e=otSOLU 

 

New Users Enter your name and initials into the user prompt. 

 

https://transpowernz.sharepoint.com/:x:/r/sites/so07/Shared%20Documents/Constraints%20Register.xlsm?d=w2b7e44d62a794060bd4acf91576bfb48&csf=1&web=1&e=otSOLU
https://transpowernz.sharepoint.com/:x:/r/sites/so07/Shared%20Documents/Constraints%20Register.xlsm?d=w2b7e44d62a794060bd4acf91576bfb48&csf=1&web=1&e=otSOLU
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Creating or Editing 

Entries 

To create a new record for a new constraint that is being reviewed, select the ‘Constraint’ tab 

and fill out the relevant fields before clicking ‘SAVE’. 

 

To edit an existing entry, select 

the ‘Constraint Viewer’ tab. 

Select the constraint using the 

‘Constraint Name’ drop-down 

menu. Then click the ‘Update’ 

button and edit the relevant 

fields. Then click ‘SAVE’. 

 

 

 

 

 

4.5 Security Constraints Background 

Introduction This section provides a background to security constraints. Aspects covered within 

this section include: 

1. The purpose of security constraints; 

2. Their relationship with the Scheduling, Pricing and Dispatch (SPD) model; 

3. The fundamental building blocks of security constraints; 

4. The application of security constraints; and 

5. Tools associated with security constraints. 

 

4.5.1.1 Purpose of Security Constraints 

 The Code and the Policy Statement require that the System Operator operate the 

power system in a secure fashion by ensure the following before and after the 

occurrence of a contingency2: 

▪ Maintaining equipment loading within ratings; 

▪ Maintaining voltages within allowable limits; and 

▪ Maintaining the power system within stability margins. 

One major tool for achieving secure operation of the power system is altering the 

economic dispatch of generation (and dispatchable demand) using security 

constraints.  

 

2 As per the Policy Statement only a subset of all possible contingencies require management. This distinction is not 

referenced again in this document. 
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4.5.1.2 Constraint Types and Scheduling, Pricing and Dispatch 

SPD Model and 

Limitations 

The Scheduling, Pricing and Dispatch (SPD) application uses a simplified linear model of the AC 

power system to determine the optimised quantities of generation (and dispatchable demand) to 

schedule for dispatch. In terms of power system security, the SPD application on its own will only 

constrain economic dispatch to ensure equipment loading is within ratings before a contingency 

occurs, using its simple linear power system model. If not mitigated, this could result in the 

following issues: 

Limitation Issue 

Contingencies not 

considered 

The dispatch solution could result in operation of the power 

system with security violations after the occurrence of a 

contingency. 

Voltage variations and 

reactive power flows 

inherent in the AC system 

are not considered 

The dispatch solution could result in overloading of equipment. 

Voltage limits are not 

considered 

The dispatch solution could result in voltages being outside of 

limits. 

Power system stability 

margins 

The dispatch solution could result in unstable operation of the 

power system. 

 

Considering the limitations presented above, it is necessary to adjust the SPD solution to ensure 

the dispatched quantities allow the power system to be operated in a secure fashion. 
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Constraint Types  To resolve security violations, security constraints may be applied to control flows through 

branches or the power injection at market nodes. These two methods form the major types of 

security constraint and are described further in the following table: 

Type of Constraint Description 

Branch Constraints This is applied to set the maximum allowable power flow (MW) on a 

specific branch or group of branches. These branches could 

represent transmission circuits or interconnecting transformers.  

If the maximum limit is exceeded, the constraint forces generation 

and creates a different set of marginal prices of nodes within the 

constrained area. This difference in prices between areas signals 

limitations in transmission capacity and a shortage or oversupply of 

generation to market participants, which can therefore provide a 

basis for future investment. 

These constraints are ideally suited to addressing equipment loading 

violations. In certain circumstances they may be used for managing 

voltage violations or maintaining voltage or transient stability. 

Market Node 

Constraints 

This is applied to set the maximum or minimum offers made by a 

particular trader (purchaser, generator or both) and trade type 

(energy or reserves) specific to a market node. 

These constraints do not alter marginal prices based on location but 

rather indiscriminately affect all nodal prices. Hence, the market 

impact of these constraints is not confined to the immediate area 

where security issues are encountered. Use of these constraints does 

not result in price signals to market participants indicating where 

investments are most required.  

These constraints are suited to addressing voltage violations and 

maintaining voltage stability, where branch constraints may not be 

created or may not work.  

 

Note that each major security constraint type can be decomposed further into several sub-types, 

which are documented in GL-OC-208 Constraint Overview. 

Constraint 

Categorisation 

In addition to their type, security constraints can be classified based on whether they are 

automatically or manually created. Within each group, constraints are further categorised as 

detailed below: 

▪ Automatic Constraints are created on a trading period by trading period basis and are not in 

themselves associated with an outage or system configuration. Instead, these constraints are 

automatically updated in alignment with the forecasted topology for a given trading period 

and comprise: 

▪ SPD Constraints, which are branch type constraints that ensure overloading of equipment 

does not occur pre-contingency. SPD applies these constraints in all schedules that it runs 

based on equipment rating taking into account only active power flows (MW). These 

constraints cannot be viewed in the Market Operator Interface (MOI). 

▪ SFT Constraints, which are branch type constraints that ensure overloading of 

(monitored) equipment does not occur after the contingency of branches for which SFT is 

enabled, taking into consideration voltage, reactive power flow (Mvar) and active power 

flow (MW). SFT creates constraints in the WDS, NRSL, NRSS, PRSL and PRSS schedules. 

▪ Manual Constraints cannot be created dynamically and therefore have a fixed construction. 
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These comprise:  

▪ Permanent Constraints, which are applied for the “normal” grid configuration. They may 

be temporarily inactivated for certain outages. 

▪ Outage Constraints, which are applied only for the period of planned or unplanned 

transmission outages. The need for an outage security constraint is identified as part of 

the outage coordination and planning processes, either at the scheduling stage, or in real 

time because of an event.  

▪ Temporary Constraints, which are applied for temporary (not outage related) or one-off 

situations. Examples include: 

▪ Temporary grid configurations resulting from unplanned events or for commissioning; or 

▪ Temporary conditions such as contingency re-classification due to weather events or 

emergency re-rating of equipment. 

 

 

4.5.1.3 Constraint Application 

Constraint Options In many instances, security can be managed by limiting flows on transmission branches 

with branch constraints. These constraints impact regional market prices.  

However, when a minimum amount of reactive power generation (Mvar) is required for 

voltage support, branch constraints that only control active power flows (MW) may not be 

sufficient to maintain security. In these cases, market node constraints may be necessary to 

directly bring into service a minimum number of generating units. These constraints 

impact all market participants irrespective of the location of the constraint and are 

therefore generally not preferred. 

Considering the above, branch constraints are used whenever possible. A market node 

constraint is only used if branch constraints are not suitable to manage security. 

 

Constraint Feasibility Security constraints can only be applied where a market dispatch solution exists to resolve 

security violations. For instance, when there is insufficient generation that can be 

dispatched in an area, the application of transmission security constraints in the SPD 

model can fail and result in infeasibilities in the SPD solve. 

 

 

4.5.1.4 Tools 

Systems / Tools The major tools that may be used in the security constraints development process include but 

are not limited to the following: 

▪ Asset Capability Information (ACI) Constraint Database – Used to create, update or 

deactivate branch security constraints for use in the Market System. 

▪ Market Constraints Library (MCL) – Used to store all security constraints which are 

available to the Market System.  

▪ Market Operator Interface (MOI) – Used to activate available security constraints from the 

MCL. 
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